
Patrowl est d’une grande 
simplicité : un clic suffit 
pour placer un actif sous 
surveillance, sans jamais 
rencontrer de faux positifs. 
Depuis son déploiement, 
nous avons pu gérer un 
volume raisonnable de vul-
nérabilités critiques tout 
en apportant des preuves 
solides de conformité, 
le tout avec une équipe 
réduite.

UNE COUVERTURE PLUS ÉTENDUE,  
DES COÛTS RÉDUITS : 
Sécuriser et corriger son exposition en ligne

Difficultés client  

Souhait de renforcer sa conformité sur ses assets 
exposés en ligne 
Périmètre vaste et devient complexe à maîtriser  
pour l’équipe cybersécurité  
Acquisitions régulières qui favorisent l’expansion 
d’une surface potentielle d’attaques
Donc besoin d’un meilleur suivi des vulnérabilités, 
plus qualifié et avec des informations claires  

Livrables

10 000 actifs, dont 2 000 domaines  
et sous-domaines 
Gain de temps : failles les plus urgentes à corriger 
sont signalées et donc prises en charge plus 
rapidement sans surcroît de travail inutile
100 assets sous Pentest 

Indicateurs

Simplicité et flexibilité de la solution 
Gain de temps et d’efficacité 
Soixantaine de vulnérabilités critiques détectées 
avec un plan de remédiation adapté
Appréciation de la clarté des rapports  
et facilite l’adoption interne 
Transmission d’informations plus efficace  
et structurée

Contexte client  
 

Leader mondial de la construction et de l’entretien  
des infrastructures de transport 
Présent sur une cinquentaine de pays  
(Amérique du Nord, Europe, Australie...) 
Enjeu de cybersécurité fort, accentué par un programme 
d’accélération de sa transformation digitale 
Utilisation du bug bounty   


